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Who We Work With
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WHAT WE DO.

EDUCATION
End User Cyber Awareness training.

IDENTIFICATION
Phishing Simulations
and Benchmarking

PROTECT
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REPORTING
Human Risk Reporting




Identify.



Your £10 Just Eat Voucher as a Key Worker

A thank you from JUST EAT
as a key worker - tuck in

WCG Emplo welcome to the tasty world of Just Eat - Claim your
voucher as a key worker!

Claim your £10.00 key worker voucher now

Account details

u me:

: nde@boxphish.com

ViacBook Pre



JUST EAT

Download your £10.00 key worker
voucher now

A CHEEKY EXTRA
GOES A LONG WAY

MacBook Pro

Deliver with Just Eat & Login
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Nick Deacon Ellioft,

We Nk N3t SOMeone eise r PaVEe HLOESSET your Lin Nt Of YOu Signed In

oM ANo P 0OVIOR recently

When this happerns, we require you § ity you with 3 seQy

your Linkedin account, folow the Bnk below &

Gl INat TUS 1S Just & precay % measure, DUl f you are ¢

COUN Nas DEEN COMPrONMISEd p page

Thanks

The Linkedin Team




Microsoft Security Alert

oft Security Alert
n Elliott

B Microsoft

Security alert

Dear Nick Deacon Elliott,

We believe a third party may have ac d your Microsoft account. When this happens, we require you ta your identity with a security challenge and then change yo rd the next time you sign in.
If someone else has a to your account they might be trying to access your personal information ar send junk mail.

Please use the button below and follow th ps to complete this hish being subjected to cyber attacks.

Learn how to make your account mare secure.
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BOXPHISH

OOPS, YOU'VE CLICKED SOMETHING
YOU SHOULDN'T HAVE!

This wasn't a real cyber attack,
but it could have been.

The email you received was sent from Boxphish, but if it had been
a real attack cyber criminals could already have access to
your login credentials and other confidential personal or
business data.

Learn from this experience.

Take a look at the hints and tips below, then please take the
Phishing Awareness Training Course. You can do this by
hitting the TAKE COURSE button at the bottom of this page.

Public Domains Domain Spoofing

— Legitimate organisations = Email addresses may appear
“1.| will never contact you L L) . genuine at first glance but

ViacBook Pr



&& OneDrive

If vou would like to keep your

Go to OneDrive

The OneDrive Team

ft Way, Redmond, W\




New device signed in to

sam.mecdougall@boxphish.com

Your Google Account just signed in to from a new device.

You're getting this email 1o make sura it was you.

ViacBook Pre



Educate.



HOWSIOSIGN IN USING
MICROSOEITSINGLE SIGN-ON

Are there any
X spelling errors? Check the sender’s
BOXPHISH = - - gl email address.
N BOXPHISH Amazon Security Alert - New Sign in is the domain
S—— ’ genuine?

amazon

=

We have partnered with Boxphish to launch a Cyber Security

Awareness programme which will be starting soon. Were you expecting
an email from them?
Over the last 12 months, cyber crime and scamming is at an all time
: S0 R 5 STEP TWO
high. It is vital to the safety of both you and the organisation that we sign in using your
know how to spot such attacks. Microsoft account
(If you aren't already)

Please make sure to keep an eye out and take the time to complete

your assigned courses, coming soon. Check the information

provided in the email. |
i hup?
Sy, /7] BOXPHISH

Stay Safe. Stay Aware.

BOXPHISH BOXPHISH BOXPHISH BOXPHISH BOXPHISH BOXPHISH

Accident waiting Tipping off the Downloading demons? Being tricked to click? Get hover happy! Suspicious sender?

2
to happen * bad EUYS? Viruses can be hidden 92% malware Holding your cursor over (Treat ermalla from
inside files or programs arrives via amail* a link shows you where companies you haven't

An untidy desk could Hackers can use your that appear safe. you'll really be sent. heard of carefully.
be a criminal’s dream. soclal media profiles

with password hints

to access data.

Pem——
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BOXPHISH

Forgot your password?

= Sign in with Microsoft

Sign Up

If you are a new user please click here to generate a password for

your Boxphish LMS account




Report.
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